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Goals and Objectives

Identify community requirements and desired 
operational capabilities for applications supporting 
both Federal Government and commercial systems. This 
track will also identify opportunities for evolving 
Policy expression and compliance with the Federal 
Information Security Management Act (FISMA), the 
Health Insurance Portability and Accountability Act 
(HIPAA), and Sarbanes Oxley (SOX) standards. Gaps in 
existing policies will be identified and a 
recommended "way ahead" will be documented. 


