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# Organization Commentor Type Page 
# 

Line 
# 

Section Comment (Include rationale for 
comment) 

Suggested change 

1 

Electronic 
Technician's 
Association, 
International 
(ETA) 

Teresa	  Maher,
President Add 12 421 3.2 

Suggest including a reference to the 
Open Systems Interconnection (OSI) 
model to help guide in the risk 
assessment process.  Without this model 
specifically mentioned to non-
engineering types who will be utilizing 
the document, critical layers might be 
missed in assessing vulnerabilities. 

During this assessment, be sure to evaluate threats within 
each of the seven layers within a communications 
system as identified within the OSI model (as defined in 
ISO/IEC 7498-1).  These include:  1) the physical layer; 
2) the data link layer; 3) the network layer; 4) the 
transport layer; 5) the session layer; 6) the presentation 
layer; and 7) the application layer. 

2 

Electronic 
Technician's 
Association, 
International 
(ETA) 

Teresa	  Maher,
President Add 15 ID.RA-1 

Add the ISO/IEC 7498-1 as an 
informative reference. ISO/IEC 7498-1 

3 

Electronic 
Technician's 
Association, 
International 
(ETA) 

Teresa Maher, 
President Add 17 AT 

In addition to training, indicate 
somehow that many industry 
certification programs now have cyber-
security components (as well as quality 
assurance which leads to enhanced 
security).  

Awareness and Training (AT): The 
organization’s personnel and partners are 
adequately trained and certified to perform 
their information security-related duties and 
responsibilities consistent with related policies, 
procedures, and agreements. 
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