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Suggested change 

13-26 
Appendix 
A 

Large US organizations that will 
benefit from the framework are 
often multi-national as well.  
Alignment to international standards 
is important for establishing 
standard practices that are 
understood by regulatory agencies 
in each country.  Framework 
adoption will be enhanced by 
broader alignment with international 
standards. 

Thank-you for mapping ISO/IEC 27001 to the 
Framework.  Please also consider adding ISO/IEC 
27002 as an Informative Reference.  The security 
policy and technical security standards at 
organizations that are "ISO 27000 aligned" are 
often expressed as control statements aligned to 
27002. Adoption of the framework among 
international organizations will be facilitated with 
this addition. 

13-26 
Appendix 
A 

Complete mapping of informative 
references will avoid the appearnace 
of gaps in the Framework.  
Currently CCS CSC 11, 19, and 20 
are not mapped to the Framework 

Add CCS CSC 11, 19, and 20 to the Informative 
References in Appendix A 

All 

Integration of privacy elements 
within the core framework will 
enhance usability. 

Maintain Appendix B as a dedicated section for the 
protection of privacy and civil liberties, and add 
additional references to Appendix B throughout the 
Framework. 
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