MEMORANDUM FOR: 
Secretarial Officers




Heads of Operating Units

FROM: 









Chief Information Officer

SUBJECT:


National Security Clearance Requirement for CIOs and ITSOs
XXXX is dedicated to meeting the challenges facing information security workforce. While a number of improvements will be made, one of the first steps is to ensure the ability to access and share cyber threat information exists, at a minimum, with each Chief Information Officer (CIO) and Operating Unit Information Technology Security Officer (ITSO).  Therefore, all CIOs and ITSOs, in bureaus, operating units, and line offices, must work toward obtaining, and maintaining eligibility, for a national security clearance at the Top Secret (TS)/Sensitive Compartmented Information (SCI) level. This is supplemental to XXXX of the Information Technology Security Program Policy which states, operating unit ITSOs are required to have a national security clearance at the TS/SCI level. 

Supervisors of CIOs and ITSOs will need to consult with their servicing Human Resources Office, to ensure position descriptions outline the requirement for maintaining eligibility for the clearance, and to properly designate the positions as Special Sensitive.  Next, the supervisor will need to complete the CD-79, Request for National Security Clearance, forward it through their servicing security contact for the Office of Security to coordinate the investigation, adjudication, and subsequent briefing for the required clearance.  

Failure to obtain and maintain eligibility for a national security clearance at the TS/SCI will require administrative action. 

A status of your efforts to comply with this requirement should be sent to my office by XXXX.

