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FIPS 199 Final                    

FIPS 200 Final                    
SP 800-18, Rev 1 Final                    
SP 800-30, Rev 1           1PD PCP RVC 2PD PCP RVC Final    
SP 800-37, Rev 1      IPD PCP RVC RVC FPD PCP RVC Final        
SP 800-39  2PD RVC RVC RVC RVC RVC FPD PCP RVC RVC Final         
SP 800-53, Rev 2 Fin  al                    
SP 800-53, Rev 3         1PD PCP PCP RVC Final        
SP 800-53A Final                    
SP 800-53A, Rev 1               1  

 

PD C V alP  P R  C Fin    
SP 800-59 Final                    
SP 800-60, Rev 1 Final                    
SP 800-CM            IPD PCP RVC FPD PCP RVC Final    
                     

LEGEND:  1PD: Initial public draft; 2PD: Second public draft; 3PD: Third public draft; FPD: Final public draft; PCP: Public comment period; RVC: Revision cycle 

FIPS PUB 199:  Standards for Security Categorization of Federal Information and Information Systems 
FIPS PUB 200:  Minimum Security Requirements for Federal Information and Information Systems 
SP 800-18, Revision 1:  Guide for Developing Security Plans for Federal Information Systems 
SP 800-30, Revision 1:  Guide for Conducting Risk Assessments * 
SP 800-37, Revision 1:  Guide for the Security Authorization of Federal Information Systems: A Security Life Cycle Approach 
SP 800-39:  Managing Risk from Information Systems: An Organizational Perspective ** 
SP 800-53, Revision 2:  Recommended Security Controls for Federal Information Systems (Update for Industrial Control Systems) 
SP 800-53A, Revision 1:  Guide for Assessing the Security Controls in Federal Information Systems 
SP 800-59:  Guideline for Identifying an Information System as a National Security System 
SP 800-60, Revision 1:  Guide for Mapping Types of Information and Information Systems to Security Categories 
SP 800-CM:  Guide for Security Configuration Management and Control (Publication number TBD) 
 
*     Publication refocused to address risk assessments during the employment of the NIST Risk Management Framework. 
**   Publication formalizes the NIST Risk Management Framework and generalized approach to managing organizational risk resulting from the operation of information systems. 
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