
Federal Computer Security Managers’ Forum 
NIST Portrait Room 

 Wednesday, August 26, 2015 
8:00 am – 9:00 am Registration (outside Portrait Room) (no registration fee) 

9:00 am – 9:10 am Welcome: Patricia Toth, National Institute of Standards and 
Technology (NIST), Forum Chairperson   

9:10 am – 9:30 am NIST Computer Security Division Update: Matthew Scholl, NIST, 
Computer Security Division Chief 

9:30 am – 10:30 am How to Best Protect Against Future Attacks: Trevor H. Rudolph, 
Office of Management and Budget (OMB), Chief, Cyber and 
National Security Unit (OMB Cyber) 

10:30 am – 10:45 am Break 

10:45 am – 11:30 am Implementing TIC E3A in Government and Using the XLA Threat 
Reduction and Correlation Tool (xTractTM): Sandra Paul-Blanc, 
National Archives & Records Administration (NARA), Chief IT 
Security Officer (CISO) and Philip Kulp, XLA, Senior 
Information Security Architect 

11:30 am – 1:00 pm Lunch  
Food is not provided. The main cafeteria is open to conference attendees from 
7:30 to 3:00. The back of the cafeteria is reserved for our group. The NIST buffet 
line has 60 items and is $5.78 lb.; weigh it at the checkout line. Sandwiches are 
made to order at a separate counter; prices vary. Credit cards are accepted. 
 
You may go off campus. Use your conference badge to return through the main 
gate, no need to go into the visitor center, show your conference badge and 
photo ID to the guard as you drive in. A list of close restaurants will be provided 
at the registration desk. 

1:00 pm – 1:30 pm Government Accountability Office (GAO) Information Security 
Update: Gregory C. Wilshusen, GAO, Director, Information 
Security Issues 

1:30 pm – 2:00 pm NIST SP 800-163, Vetting the Security of Mobile Applications: 
Steve Quirolgico, NIST, Computer Security Division, Computer 
Scientist 

2:00 pm – 2:15 pm Break (cafeteria closes at 3:00 pm) 

2:15 pm – 3:00 pm Using Risk Management to Improve Privacy in Information 
Systems:  Ellen Nadeau, NIST, Cyber Policy Strategist 

3:00 pm – 3:45 pm Framework for Improving Critical Infrastructure Cybersecurity: 
Matthew Barrett, NIST, Program Manager, NIST Cybersecurity 
Framework 

3:45 pm – 4:15 pm Mobile Application Security and PIV Derived Credentials: Jane 
Maples, NASA, ESB & Web/Mobile App Development Manager 
and Peter Cauwels, NASA 



Federal Computer Security Managers’ Forum 

 Thursday, August 27, 2015 
8:00 am – 9:00 am Registration (outside Portrait Room) (no need to reregister) 

9:00 am – 10:00 am Q&A Session on Recent Updates to FISMA Pubs: Ron Ross, NIST 
Fellow, Project Leader, Joint Task Force Transformation 
Initiative 

10:00 am – 10:15 am Break 

10:15 am – 11:00 am PIV Implementation at FAA: Myles Roberts, Federal Aviation 
Administration (FAA), Manager, FICAM Program 

11:00 am – 11:45 am Cloud Assessments: John Connor, NIST, Information Technology 
Security & Networking Division, CISSP 

11:45 am – 1:00 pm Lunch  
 

1:00 pm – 1:30 pm National Vulnerability Database (NVD): Harold Booth, NIST, 
Computer Scientist 

1:30 pm – 2:00 pm DOT Security Program Management Subcommittee' s Information 
Assurance Policy Working Group (IAPWG): Kevin Sanchez-Cherry, 
Department of Transportation Cybersecurity Policy, 
Architecture and Training Lead and Information Assurance 
Policy Working Group (IAPWG) Founder 

2:00 pm – 2:15 pm Speak Out – If you would like to share; sign up at registration desk. 
Daniel Wood, Treasury – Term & Topic: PKI Landscape  

2:15 pm – 2:30 pm Break (cafeteria closes at 3:00 pm) 

2:30 pm – 3:15 pm IT Policy Initiatives: Adam Sedgewick, NIST, Senior Information 
Technology Policy Advisor 

3:15 pm – 4:00 pm Census Risk Management Program Implementation: Jaime Lynn 
Noble, US Census Bureau, CAP Assistant Division Chief for 
Policy & Compliance Office of Information Security  

4:00 pm – 4:45 pm Department of Homeland Security (DHS) Continuous Diagnostics 
and Mitigation (CDM) Program Overview: Martin Stanley, U.S. 
Department of Homeland Security (DHS), Office of 
Cybersecurity and Communications, Cybersecurity Assurance 
Branch Chief – Federal Network Resilience 

 

 

 

 

Presentations receiving permission will be posted on: 
http://csrc.nist.gov/groups/SMA/forum/events.html 

Email questions to: sec-forum@nist.gov 

 

http://csrc.nist.gov/groups/SMA/forum/events.html

