Federal Computer Security Managers’ Forum

8:00 am —9:00 am
9:00 am —9:10 am

9:10 am — 9:30 am

9:30 am —10:30 am

10:30 am — 10:45 am
10:45 am —11:30 am

11:30 am - 1:00 pm

1:00 pm = 1:30 pm

1:30 pm = 2:00 pm

2:00 pm = 2:15 pm
2:15 pm - 3:00 pm

3:00 pm - 3:45 pm

3:45 pm —4:15 pm

NIST Portrait Room

Registration (outside Portrait Room) (no registration fee)

Welcome: Patricia Toth, National Institute of Standards and
Technology (NIST), Forum Chairperson

NIST Computer Security Division Update: Matthew Scholl, NIST,
Computer Security Division Chief

How to Best Protect Against Future Cyber Incidents: Trevor H.
Rudolph, Office of Management and Budget (OMB), Chief,
Cyber and National Security Unit (OMB Cyber)

Break

Implementing TIC E3A in Government and Using the XLA Threat
Reduction and Correlation Tool (xTract™): Sandra Paul-Blanc,
National Archives & Records Administration (NARA), Chief IT
Security Officer (CISO) and Philip Kulp, XLA, Senior
Information Security Architect

Lunch

Government Accountability Office (GAQO) Information Security
Update: Gregory C. Wilshusen, GAO, Director, Information
Security Issues

NIST SP 800-163, Vetting the Security of Mobile Applications:
Steve Quirolgico, NIST, Computer Security Division, Computer
Scientist

Break

Using Risk Management to Improve Privacy in Information
Systems: Ellen Nadeau, NIST, Cyber Policy Strategist
Framework for Improving Critical Infrastructure Cybersecurity:
Matthew Barrett, NIST, Program Manager, NIST Cybersecurity
Framework

Mobile Application Security and P1V Derived Credentials: Jane
Maples, NASA, ESB & Web/Mobile App Development Manager
and Peter Cauwels, NASA
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Federal Computer Security Managers’ Forum

8:00 am —9:00 am
9:00 am —10:00 am

10:00 am —10:15 am
10:15 am —11:00 am

11:00 am = 11:45 am
11:45am - 1:00 pm
1:00 pm = 1:30 pm

1:30 pm = 2:00 pm

2:00 pm - 2:15 pm

2:15pm —=2:30 pm
2:30 pm - 3:15 pm

3:15pm —4:00 pm

4:00 pm - 4:45 pm

Registration (outside Portrait Room) (no need to reregister)

Rethinking Cybersecurity from the Inside Out: An Engineering and
Life Cycle-Based Approach for Building Trustworthy Resilient
Systems: Ron Ross, NIST Fellow, Computer Security Division,
Joint Task Force Transformation Initiative

Break

How FAA Required 50,000+ People to Use PIV Cards in 2 Months:
Myles Roberts, Federal Aviation Administration (FAA), Manager,
FICAM Program

Cloud Assessments: John Connor, NIST, Information Technology
Security & Networking Division, CISSP

Lunch

The National Vulnerability Database (NVD): Harold Booth, NIST,
Computer Scientist

DOT Security Program Management Subcommittee's Information
Assurance Policy Working Group (IAPWG): Kevin Sanchez-Cherry,
Department of Transportation Cybersecurity Policy,
Architecture and Training Lead and Information Assurance
Policy Working Group (IAPWG) Founder

Speak Out — If you would like to share; sign up at registration desk.
Daniel Wood, Treasury — Term & Topic: PKI Landscape

Pat Toth, NIST — Request for topics for FCSM FY16 meetings
Break

IT Policy Initiatives Panel: Adam Sedgewick, NIST, Senior
Information Technology Policy Advisor; William Fisher and Tim
McBride, National Cybersecurity Center of Excellence (NCCoE);
Mike Garcia, National Strategy for Trusted Identities in
Cyberspace (NSTIC)

US Census Bureau Risk Management Program Implementation:
Jaime Lynn Noble, US Census Bureau, CAP Assistant Division
Chief for Policy & Compliance Office of Information Security
Department of Homeland Security (DHS) Continuous Diagnostics
and Mitigation (CDM) Program Overview: Martin Stanley, U.S.
Department of Homeland Security (DHS), Office of
Cybersecurity and Communications, Cybersecurity Assurance
Branch Chief — Federal Network Resilience
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