
 

Federal Computer Security Managers’ Forum 
NIST Green Auditorium 

Tuesday, August 16, 2016 
 8:00 am – 9:00 am Registration (pick up name badges/handouts) 

9:00 am – 9:10 am 
Welcome: Patricia Toth, Computer Scientist/IT Security, National Institute of 
Standards and Technology (NIST), FCSM Chairperson 

9:10 am – 10:10 am 
How to Best Protect Against Future Cyber Incidents: Trevor H. Rudolph, 
Chief, Cyber & National Security Unit, Office of Management and Budget (OMB)  

10:10 am – 10:50 am 
NIST Computer Security Division (CSD) and Applied Cybersecurity 
Division (ACD) Updates: Matthew Scholl, Division Chief, CSD, NIST and 
Kevin Stine, Division Chief, ACD, NIST 

10:50 am – 11:00 am Break 

11:00 am – 11:30 am 
Federal CIO Council Update:  Craig Jennings, Senior Advisor, Federal CIO 
Council 

11:30 am – 12:30 pm 
Lunch – West Square  Attendees may go through the regular NIST cafeteria line and 
pay on their own. You can also go offsite and return by showing your conference badge 
and photo ID to the guards. 

12:30 pm – 1:15 pm 

Establishing a Tier 2 Information Security Risk Management Program: 
How a department-wide security gap analysis provided basis for new 
security program:  Debra Graul, Information Systems Security Manager 
(ISSM), Pension Benefit Guaranty Corporation (PBGC) Office of Benefits 
Administration (OBA), and Taryne McDonald, Information Owner (IO), PBGC 

1:15 pm – 2:00 pm 
Government Accountability Office (GAO) Information Security Update: 
Nicholas (Nick) H. Marinos, Assistant Director of Information Security Issues, 
GAO and Tom Johnson, Senior Information Technology Analyst, GAO 

2:00 pm – 2:15 pm Break (cafeteria closes at 3:00)   

2:15 pm – 3:00 pm 
Internet Tradecraft: Russ Haynal, Expert Internet Instructor & Speaker, 
Information Navigators   

3:00 pm – 3:30 pm 
SP 800-150, Guide to Cyber Threat Information Sharing: Christopher (Chris) 
Johnson, Senior Computer Scientist, Security Components and Mechanisms 
Group, CSD, NIST  

3:30 pm – 4:00 pm SP 800-184, Guide for Cyber Event Recovery: Jeffrey (Jeff) Cichonski, NIST  

4:00 pm – 4:30 pm 
NIST SP 800-171, Protecting Controlled Unclassified Information in 
Nonfederal Information Systems and Organizations: Kelley Dempsey, 
Senior Information Security Specialist, Computer Security Division, NIST  



Federal Computer Security Managers’ Forum 
NIST Green Auditorium 

 

Wednesday, August 17, 2016 
8:30 am – 9:00 am  Registration (no need to reregister) 

9:00 am – 9:45 am 
Continuous Diagnostics and Mitigation (CDM): Willie D. Crenshaw, Jr., 
Program Executive, National Aeronautics and Space Administration (NASA)  

9:45 am – 10:15 am 
The New A-130 Policy:  Carol Bales, Senior Policy Analyst, Office of 
Management and Budget (OMB) 

10:15 am – 10:30 am Break 

10:30 am – 11:00 am 
Migrating the Federal Government to HTTPS:  Eric Mill, General Services 
Administration (GSA) 

11:00 am – 11:30 am 
Security Beyond A “System” – Fiscal Service’s Approach to External 
Services: Jim McLaughlin, CISSP, Manager, Security Policy & Risk 
Management, Bureau of the Fiscal Service, U.S. Department of the Treasury 

11:30 am – 12:45 pm Lunch  

12:45 pm – 1:30 pm 

Case Study: Boundary Consolidation to support more efficient, effective 
use of resources and increased maturity in continuous monitoring:  
LaCountiss Hopkins, Information System Owner (ISO), Pension Benefit 
Guaranty Corporation Office of Benefits Administration (PBGC OBA) and Baan 
Alsinawi, Information Systems Security Officer (ISSO), PBGC/Tala Tek LLC 

1:30 pm – 2:00 pm 
Lessons Learned from FedRAMP: Claudio Belloli, Program Manager for 
Cybersecurity, FedRAMP PMO, General Services Administration (GSA) 

2:00 pm – 2:15 pm Break (cafeteria closes at 3:00)   

2:15 pm – 2:30 pm Speak Out – sign up at the conference (5 minutes per person) 

2:30 pm – 3:00 pm 

Continuous Diagnostics and Mitigation (CDM) Update, Interagency 
Communications, and Agency Involvement: Susan Hansche, CISSP-ISSEP, 
Training Manager, Federal Network Resilience, US Department of Homeland 
Security 

3:00 pm – 3:30 pm 
DHS CNAP Activities & DHS BODs: “Nancy” Myoung-Sook Lim, FNR Senior 
Advisor and CS&C Principal Liaison to OMB Cyber and National Security Unit, 
U.S. Department of Homeland Security   

3:30 pm – 4:15 pm 
The Cybersecurity Strategy and Implementation Plan (CSIP) and FY2016 
CIO FISMA Metrics: Cindy Faith, Cyber Risk Advisor and AISSO, DHS 
ICE/Contractor 

4:15 pm – 4:20 pm  Closing:  Pat Toth, NIST 

  

Presentations receiving permission will be posted to http://csrc.nist.gov/groups/SMA/forum/events.html 
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