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Multiple authentication mechanisms

o0 e
0 & < (C https://www.website.com E

One Way Authentication

PKI Certificate (TLS)
Password

Credit Card Number



Authentication Implementation Complexity

Internet
(Web, SMTP)

Internal
(AD, SMB, VPN)
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"Authentication Suitability Framework
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For comments or questions please contact:

Kim Schaftfer
Computer Security Division
kim.schaffer@nist.gov



