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Comments Received to Date 
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• Comment period officially closes today 
(March 5, 2014), but will accept further 
comments for a little while longer. 

• (Insert comments) 
 

 



Outstanding Unresolved Issues 
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• The Profile currently follows the 
Framework outline/structure. Is there a 
better organization? 

• Are example security policies 
useful/needed? 

• Should security policies be specified by 
service-users or by service-providers? 
 
 
 

 



Test Cases 
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• Should various FCKMS operational 
scenarios, designs, and test cases be 
created?  If so, who (e.g., users, service 
providers, designers) should do it? 

• What spectrum of FCKMS various test 
cases (e.g., single user, single service-
using organization, multiple service-using 
organizations with different security 
policies) would be useful to designers? 
 

 



What’s next? 
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• First of all, send comments to: 
FederalCKMSProfile@nist.gov. 

• Then, we will: 
o Post and review the received comments. 
o Prepare another draft. 
o Request public comments again. 
o Post and address the comments. 
o Prepare final draft: 

 Coordinate internally, and 
 Obtain editorial review and approval. 

o Post/publish the final version. 
• Completion date (Optimistic?): March 2015? 

 



Wrap Up 
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