Guidelines for the Use of the FIPS 140-2 Logo

The phrase *FIPS 140-2 Validated* and the FIPS 140-2 Logo are intended for use in association with cryptographic modules validated by the National Institute of Standards and Technology (NIST) and the Communications Security Establishment Canada (CSEC) as complying with FIPS 140-2, *Security Requirements for Cryptographic Modules*. Vendors of validated cryptographic modules or vendors integrating a validated cryptographic module into a product may use the phrase and logo provided that they agree in writing to the following:

1. The phrase *FIPS 140-2 Validated* and the FIPS 140-2 Logo are Certification Marks of NIST, which retains exclusive rights to their use.

2. NIST reserves the right to control the quality of the use of the phrase *FIPS 140-2 Validated* and the logo itself.

3. Permission for advertising FIPS 140-2 validation and use of the logo is conditional on and limited to those cryptographic modules validated by NIST and CSEC as complying with FIPS 140-2.

4. A cryptographic module may either be a component of a product, or a standalone product. Use of the FIPS 140-2 Logo on product reports, letterhead, brochures, marketing material, and product packaging shall be accompanied by the following: ‘TM: A Certification Mark of NIST, which does not imply product endorsement by NIST, the U.S. or Canadian Governments’. If the cryptographic module is a component of a product, the phrase “FIPS 140-2 Inside” shall accompany the logo.

5. Permission for the use of the phrase *FIPS 140-2 Validated* and the logo may be revoked at the discretion of NIST.

6. Permission to use the phrase *FIPS 140-2 Validated* and the FIPS 140-2 Logo in no way constitutes or implies product endorsement by NIST or CSEC.

7. Electronic copies of the logo will be sent to the E-mail ID provided.

The signature below acknowledges full agreement with the above conditions for the use of the phrase *FIPS 140-2 Validated* and the FIPS 140-2 Logo. Use of the phrase and logo as specified above may begin once the module has been validated by NIST and CSEC. A signed form is required for each validated cryptographic module. Multiple validated cryptographic modules may be indicated on a single form. Items marked with an asterisk (*) are required.

*Signature:*    *Date:*
*Printed Name:*  Title:
*E-mail ID:*
*Company:*
*Address:*
*Certificate Number(s):*

Return signed hardcopy form or email PDF of scanned signed hardcopy to: NIST CMVP, 100 Bureau Drive, Suite 8930, Gaithersburg, MD 20899 USA cmvp@nist.gov

TM: A Certification Mark of NIST, which does not imply product endorsement by NIST, the U.S. or Canadian Governments.