
    

Guidelines for the use of the FIPS 140-2 logo  
Both phrases "FIPS 140-2 Validated" and "FIPS 140-2 Inside" when used with the FIPS 140-2 logo are intended for use in association 
with cryptographic modules validated by the National Institute of Standards and Technology (NIST) and the Canadian Centre for 
Cyber Security (CCCS) as complying with FIPS 140-2, Security Requirements for Cryptographic Modules. Vendors of validated 
cryptographic modules or vendors integrating a validated cryptographic module into a product may use the phrase and logo in 
accordance with the following:  

1. The FIPS 140-2 logo is a Certification Mark of NIST, which retains exclusive rights to their use.  

2. NIST reserves the right to control the quality of the use of the phrases "FIPS 140-2 Validated" and "FIPS 140-2 Inside" along 
with the logo.  

3. Use of the phrase and logo as specified above pertains only to an active or historical FIPS 140-2 validation that is listed on the 
CMVP Validated Modules Search webpage (https://csrc.nist.gov/projects/cryptographic-module-validation-program/validated-
modules/search).  

4. Use of the FIPS 140-2 logo on product reports, letterhead, brochures, marketing material, and product packaging shall be 
accompanied by the following: 

The phrase “FIPS 140-2 Validated, Certificate # [INSERT CERTIFICATE #]” if the cryptographic module is a product. 

The phrase “FIPS 140-2 Inside [INSERT CERTIFICATE #]” if the product contains a FIPS 140-2 validated module 

5. Permission for the use of the phrases and of the respective logo may be revoked at the discretion of NIST.  

6. FIPS 140-2 validation in no way constitutes or implies product endorsement by NIST or CCCS. 

7. Electronic copies of the logo will be sent to the E-mail ID provided.  

The completed form acknowledges full agreement with the above conditions for the use of the FIPS 140-2 logo and the accompanying 
phrases. Use of the phrases and logo as specified above may begin once the module has been validated by NIST and CCCS. A 
completed form is required for each validated cryptographic module. Each request only applies to the certificates listed on the form. If 
a product vendor includes a validated module within one or more of their products, only one form needs to be submitted by that 
vendor. Each vendor must return a signed form.  

Items marked with an asterisk (*) are required. Handwritten forms will not be accepted. 
*Printed Name:      Title:    
*E-mail ID:    *Date:   
*Company:    
*Address:    
*Certificate 
Number(s):  

  

Return form via email to: cmvp@nist.gov  
 

The FIPS 140-2 logo is a Certification Mark of NIST, which does not imply product endorsement by NIST, the U.S. or Canadian Governments.  

https://csrc.nist.gov/projects/cryptographic-module-validation-program/validated-modules/search
https://csrc.nist.gov/projects/cryptographic-module-validation-program/validated-modules/search

