<table>
<thead>
<tr>
<th>Time</th>
<th>Plenary Sessions - Atrium Hall</th>
</tr>
</thead>
<tbody>
<tr>
<td>7:30-9:00</td>
<td>Registration/Coffee</td>
</tr>
<tr>
<td>9:00-9:10</td>
<td>Welcome and Logistics</td>
</tr>
<tr>
<td></td>
<td>David Holtzman, OCR</td>
</tr>
<tr>
<td></td>
<td>Kevin Stine, NIST</td>
</tr>
<tr>
<td>9:10-9:25</td>
<td>Leadership Remarks</td>
</tr>
<tr>
<td></td>
<td>Sue McAndrew, Deputy Director for Health Information Privacy, OCR</td>
</tr>
<tr>
<td></td>
<td>Donna Dodson, Division Chief of the Computer Security Division and Deputy Cyber Security Advisor, NIST</td>
</tr>
<tr>
<td>9:25-10:00</td>
<td>Health IT Policy Committee Privacy &amp; Security Workgroup Recommendations for Privacy &amp; Security of HIE</td>
</tr>
<tr>
<td></td>
<td>Deven McGraw, Director of the Health Privacy Project at the Center for Democracy &amp; Technology (CDT) and Co-Chair of the HIT Policy Committee Privacy and Security Workgroup (“Tiger Team”)</td>
</tr>
<tr>
<td>10:00-10:45</td>
<td>OCR Regulatory Updates</td>
</tr>
<tr>
<td></td>
<td>Sue McAndrew, Deputy Director for Health Information Privacy, OCR</td>
</tr>
<tr>
<td>10:45-11:00</td>
<td>Break</td>
</tr>
<tr>
<td>11:00-11:45</td>
<td>National Strategy for Trusted Identities in Cyberspace (NSTIC)</td>
</tr>
<tr>
<td></td>
<td>Mike Garcia, NIST</td>
</tr>
<tr>
<td>11:45-12:30</td>
<td>Beyond HIPAA: FTC Proposed Privacy Framework</td>
</tr>
<tr>
<td></td>
<td>Loretta Garrison, Federal Trade Commission</td>
</tr>
<tr>
<td>12:30-1:30</td>
<td>Lunch - Atrium Ballroom</td>
</tr>
<tr>
<td></td>
<td>Included in Registration</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Time</th>
<th>Management Topics Sessions - Atrium Hall</th>
</tr>
</thead>
<tbody>
<tr>
<td>1:30-2:15</td>
<td>Effective Tips for Implementing a Successful Privacy &amp; Information Security Program</td>
</tr>
<tr>
<td></td>
<td>Alex Eremia, Vice President, Deputy General Counsel and Chief Privacy Officer, MedStar Health</td>
</tr>
<tr>
<td></td>
<td>Shallie Bryant, Corporate Privacy Manager, MedStar Health</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Time</th>
<th>Technical Topics Sessions - Oceanic Suite</th>
</tr>
</thead>
<tbody>
<tr>
<td>1:30-2:15</td>
<td>Identity Proofing and NIST SP 800-63: Applications in Healthcare</td>
</tr>
<tr>
<td></td>
<td>Dr. Alex Barclay, Director of Analytic Consulting, Fraud and Identity Solutions, Experian Decision Analytics</td>
</tr>
<tr>
<td></td>
<td>Nick Piazzola, Sr. Director, Government Authentication Solutions, Symantec</td>
</tr>
<tr>
<td>2:15-3:00</td>
<td>Privacy and Security: The Role of Regional Extension Centers (RECs)</td>
</tr>
<tr>
<td></td>
<td>Nathan Gibson, HIT Privacy and Security Officer, WVMI/QI</td>
</tr>
<tr>
<td></td>
<td>Nicholas Heesters, HIT Privacy and Security Specialist, QID</td>
</tr>
<tr>
<td></td>
<td>Adam Kehler, HIT Privacy and Security Specialist, QIP</td>
</tr>
<tr>
<td></td>
<td>Laurie Fink, Communications Specialist, WVMI/QI</td>
</tr>
<tr>
<td>3:00-3:15</td>
<td>Break</td>
</tr>
<tr>
<td>3:15-4:00</td>
<td>Security Considerations for Enabling State, Regional, and National-level HIE</td>
</tr>
<tr>
<td></td>
<td>Eric Heflin, Director of Standards and Interoperability, Medicity</td>
</tr>
<tr>
<td>4:00-4:45</td>
<td>Securing Health Information in the Cloud</td>
</tr>
<tr>
<td></td>
<td>Feisal Nanji, Executive Director, Techumen</td>
</tr>
</tbody>
</table>

End Conference Day 1
<table>
<thead>
<tr>
<th>Time</th>
<th>Plenary Sessions - Atrium Hall</th>
</tr>
</thead>
<tbody>
<tr>
<td>7:30-9:00</td>
<td>Registration/Coffee</td>
</tr>
<tr>
<td>9:00-9:15</td>
<td>Welcome and Logistics, Kevin Stine, NIST, David Holtzman, OCR</td>
</tr>
<tr>
<td>10:30-10:45</td>
<td>Break</td>
</tr>
<tr>
<td>10:45-11:30</td>
<td>Breach Avoidance: The Only Meaningful Safe Harbor Strategy, Mac McMillan, Cynergistek</td>
</tr>
<tr>
<td>12:15-1:15</td>
<td>Lunch - Atrium Ballroom, Included in Registration</td>
</tr>
</tbody>
</table>

### Conference Day 2: Wednesday May 11, 2011

- **Break**
- **Network Security, Incident Management, and Insider Threats in the Healthcare Industry**
  - Randy Trzeciak, Carnegie Mellon SEI Insider Threat Team
- **OCR Enforcement Activities**
  - Sue McAndrew, Deputy Director for Health Information Privacy, OCR
  - David Holtzman, Health Information Privacy Specialist, OCR
- **Lunch - Atrium Ballroom**
  - Included in Registration

<table>
<thead>
<tr>
<th>Time</th>
<th>Technical Topics Sessions - Oceanic Suite</th>
</tr>
</thead>
<tbody>
<tr>
<td>1:15-2:00</td>
<td>Practical Medical Device Security, Lynette Sherrill, Deputy Director, Health Information Security Division, Department of Veterans Affairs, Megan Friel, Biomedical Engineer, VHA Healthcare Technology Management Program Office, Strategies for Hardware Enabled Security, David Houlding, Healthcare Security &amp; Privacy Lead Architect, Intel</td>
</tr>
<tr>
<td>2:00-2:15</td>
<td>Break</td>
</tr>
<tr>
<td>2:15-3:00</td>
<td>Breach Risk of Harm Assessment, Harry Rhodes, American Health Information Management Association, Encryption Strategies for Protecting Health Information, Matt Scholl, NIST</td>
</tr>
<tr>
<td>3:00-3:45</td>
<td>End Conference</td>
</tr>
</tbody>
</table>