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Importance of ISS LOB 
Tier 2 Training

• Supports compliance for role-based 
training requirement of FISMA

• Reduces development cost per agency 
(build once, use many)

• Promotes consistency across federal 
government (baseline)

• Provides economies of scale



Goal: A Forum for Exchange

• Identify common role-based security 
curriculum that is repeatable and can 
traverse agencies

• Resource and funding needs were 
substantial

• Shared infrastructure is needed



Challenges of Providing
LOB Training

• Program management requirement is 
substantial (administrative oversight, 
agreements, money transfers, etc.)

• Burden falls to the individual agencies 
(resources needed) 

• Technology issues from lack of shared 
infrastructure for delivery across federal 
civil agencies



Some of VA’s Role Based Courses 
Currently Available

• Software Assurance for 
Software Developers

• Info Sec for IT Specialists
• Risk Management in the 

Software Development Life 
Cycle (SDLC)

• Info Sec for Research and 
Development Personnel

• Info Sec for VA Acquisition 
Managers

• Info Sec for Execs & CIOs
• Info Sec for Project 

Management Personnel
• Info Sec for Human 

Resource Professionals
• Info Sec for Healthcare 

Providers
• Info Sec for Project 

Managers
• Info Sec for Software 

Developers



Contact Information
Terri Cinnamon

• Director, National IT Training Academy
• OI&T, Department of Veterans Affairs
• TEAP@va.gov

Marirose Coulson Ziebarth
• Booz Allen Hamilton
• ziebarth_marirose@bah.com 



Explanation of VA 
NIST alignment

• APPENDIX



Training aligned to functional role
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