SECURITY AWARENESS TRAINING
SHARED SERVICE CENTERS

Where Cost Avoidance and Compliance Meet

Success Through Shared Services

Tim McBride, Requirements & Acquisition Program Manager
The Information Systems Security Line of Business (ISSLOB) was established by OMB to directly facilitate agency compliance with information security requirements, standards, and guidelines, and to improve the level of information security across government. The ISSLOB closes gaps with cost savings / avoidance options that eliminate duplication, and increasing expertise through specialization.

[Implementing the ISSLOB Chap 1 Para 1.4]
The Purpose of the Shared Service Centers
How SSCs Meet OMB Mandates

Shared Service Centers leverage economies of scale and expertise to provide high quality solutions at little to no cost to Departments and Agencies that could not otherwise afford or create them on their own.
## Security Awareness Training SSCs

### TIER I & TIER II Providers

<table>
<thead>
<tr>
<th>TIER I</th>
<th>TIER II</th>
</tr>
</thead>
<tbody>
<tr>
<td>Department of Defense</td>
<td>Department of Defense</td>
</tr>
<tr>
<td>Department of State</td>
<td>Department of State</td>
</tr>
<tr>
<td>OPM</td>
<td>NASA</td>
</tr>
<tr>
<td>Veteran's Administration</td>
<td>Veteran's Administration</td>
</tr>
</tbody>
</table>

---

**Homeland Security Cybersecurity and Communications**
An executive approach to Continuous Monitoring that describes at a high level the financial, security, and reporting benefits to implementing a CM approach.
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