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The First Cell Phone 

Dr. Martin Cooper  

Talk time: 35 minutes  
Recharge Time: 10 hours  
Features: Talk, listen, dial  

The First Cell phone (1973) 
Name: Motorola Dyna-Tac 

Cost:  $3,995 
Size: 9 x 5 x 1.75 inches 

Weight: 2.5 pounds  
Display: None  
Number of Circuit Boards: 30  











http://www.youtube.com/wat
ch?v=6gRdJDylzsM 



Do you have anti-malware 
applications installed on your 

mobile device?  



There has been a 350% increase 
in malware incidents between 

2012 and 2013(Junper, 2013).  

 



Spyware Applications 

• Great for criminals 
• Track inbound and outbound calls 
• User locations 
• Remotely can listen to conversations 
• Monitor SMS  



Information Stored on our Personal 
Mobile Device 

• Contact List 
• Calendar 
• Photos 
• Pin Numbers 
• Notes 
• Email Accounts 

 



Information Stored on our Work 
Mobile Device 

• Corporate email 
• Customer information 
• Calendar 
• Corporate information 
• Network/login credentials 
• Confidentiality notes 
• Confidential files 

 
 



http://www.youtube.com/wat
ch?v=6gRdJDylzsM 
 

http://www.youtube.com/watch?v=6gRdJDylzsM
http://www.youtube.com/watch?v=6gRdJDylzsM


I use autofill on my mobile device 
so that I do not have to login every 
time that I want to check my email 
or account information.  



I connect to publicly available WiFi and 
transmit personal information such as 
my name, user names, and passwords 
while checking my bank account, 
email, or updating my social media 
status.  



My mobile device is automatically set 
to connect to Wi-Fi. 

 



I leave Bluetooth setting on my device 
set to “ON”.  



I keep notes on my cell 
phone/smart phone which contain 
personal information such as PIN 
numbers, passwords, or bank 
account information.  



Third Party Applications 

www.angrybirds.wijkia.com 

www.overtherollwordpress.com 
www.viralblog.com 



Candy Crush Privacy Policy 

• The Answers Network may automatically 
receive and log certain types of information 
when you visit or interact with our websites, 
mobile applications or other products, 
including: 



Candy Crush 

• Name 
• Email  
• Browser Information 
• Operating System Information 
• Mobile Device Information 
• IP Address 
• Geographic Location 







DO YOU USE YOUR CELL PHONE OR 
SMART PHONE TO TAKE PHOTOS?  



ARE YOU AWARE THAT MANY 
SMARTPHONES AND CAMERAS 

EMBED THE LOCATION OF WHERE 
THE PHOTO WAS TAKEN IN THE 
FORM OF GPS COORDINATES? 





Information Obtained from the Photo 
Properties 





Google Maps Displaying the Coordinates from an EXIF Header, 
Flinn, Teordorski & Paullet, 2010 



Preventative Measures 

• Password protect the device 
• Set up the device so that it automatically locks 
• Install security software 
• Check your phone bill for unusual activity 
• Back up your data on a regular basis 
• Do not automatically connect to public Wi-Fi 
• Turn Bluetooth to “OFF” when not in use 
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