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Name:  Art Chantker

Please address the aspects of FISSEA that are of particular interest to you and how you will help advance the FISSEA goals.

During my 29 year federal government career in information technology I realized the importance of training my fellow government employees and my industry partners on computer security awareness and computer security practice and procedures.  FISSEA is about education and training. I believe the key to improved  security of our government information systems is training at all levels of an organization.   

I would be honored to help FISSEA provide the leadership for improving government security education at all levels.  I understand the needs of our government and have firsthand  knowledge as a former government IT Executive. I am not an observer of the need for education and security training, I lived it.   

Having  previously served on the FISSEA Board, having participated in FISSEA Annual Conference Planning, and having invited speakers for the Annual Conference, I also have firsthand knowledge and understand the goals of  FISSEA from the Board and Conference perspectives.  As my first Federal Government job was at NIST   I also have firsthand knowledge of NIST and the key role it plays in computer  security education.

 I would be honored to again serve the Federal Information Systems Security Educators as a member of the FISSEA Board.

Please describe how your qualifications will help meet the FISSEA objectives and support the FISSEA community.
I have over 35 years of experience in federal government IT Security, Training and Education.  I have over 29 years of experience in the Federal Government – all in information technology management including computer security.  In addition, have over 25 years experience in training and conference management.  Served in what are now Chief Information Officer positions at the Department of Education, US Marshals Service/Department of Justice, Office of Naval Research and directed IT for the Department of Transportation, Office of the Secretary.  My first government  position was at NIST where I wrote a FIPSPub.

 I am currently President of Potomac Forum, Ltd., which was founded in 1982 as a non-profit educational organization and on several non-profit IT association boards.

Have moderated and chaired numerous conferences and chaired sessions and panels and served on numerous conference executive committees. I would like to bring this expertise back to the FISSEA board and help them to create the best conferences for the information system security sector.  

FISSEA is an important organization to the information security awareness and training community and I would like the opportunity to serve on the board again to help FISSEA provide more services to its members.
Name:  Terri Cinnamon

Please address the aspects of FISSEA that are of particular interest to you and how you will help advance the FISSEA goals.

As a FISSEA board member, my focus will be on establishing productive collaboration among members in order to advance FISSEA’s goal of improving information security awareness, training, and education programs across the federal government.  During my tenure at the Department of Veterans Affairs (VA), I have had the opportunity to work with leaders from multiple federal agencies to promote re-use of training products, and share knowledge, best practices, and intellectual capital.  I look forward to helping FISSEA establish a forum where knowledge is freely shared and new ideas are candidly discussed.  FISSEA provides a wonderful opportunity for federal professionals to work together toward improving information security training, and I plan to implement innovative and practical collaboration and communication strategies to help FISSEA grow in this mission.     
Please describe how your qualifications will help meet the FISSEA objectives and support the FISSEA community.
During my 17 years at the Department of Veterans Affairs (VA), I have had hands-on experience with FISMA compliance activities, role-based training initiatives, certification and professionalization programs, competency modeling, and inter-agency collaboration.  As the Director of Training, Education, Awareness and Professionalization for the Office of Information Protection and Risk Management at VA, I have led the implementation of information security awareness, training, and education programs for technical (information security officers, cyber security professionals, and others) and non-technical (business managers, acquisition officers, researchers, medical professionals, and others) audiences comprising of over 250,000 employees, contractors, students, and volunteers.  I have often overcome challenges inherit in a large, complex, and diverse organization, including establishing collaborative communication among disparate stakeholders and effectively marketing training initiatives across the agency.  Using the same skills that I have demonstrated on the job, I will help FISSEA meet the objectives of establishing effective communication among members and marketing FISSEA’s mission, programs, workshops, and accomplishments to the federal information security community.  

Name:  Susan Hansche, CISSP-ISSEP, CISM

Please address the aspects of FISSEA that are of particular interest to you and how you will help advance the FISSEA goals (limit 200 words).

Although the annual conference is FISSEA’s flagship activity, the free FISSEA workshops are near to my heart.  The workshops provide a forum for FISSEA members to network, learn new skills, discuss and share best practices, and most of all stay connected to our community.  Most recently, with the help of another FISSEA board member, Loyce Pailen (UMUC), we have been able to offer web conferencing capabilities during the workshops.  During the next two years, I would like to continue offering free FISSEA workshops and expand our web-conferencing capabilities to include more interactive features. 

In addition to continuing the FISSEA workshops, I would like to bring the FISSEA Executive Board voting process into the 21st Century.  As a collaborative effort with the FISSEA members, I would like to review and consider various options, such as online voting, that would provide the members more flexibility in reviewing and voting for candidates.  Instituting the Candidate Statement this year and changing the FISSEA by-laws are the first steps in achieving this goal.  

Finally, and most importantly, I would like to continue representing your interests on the FISSEA Executive Board and working on activities that help to improve networking and information sharing among our unique and special community of information system security trainers and educators.  

Please describe how your qualifications will help meet the FISSEA objectives and support the FISSEA community (limit 200 words).
 

My strongest qualification is my dedication and enthusiasm to both the information security and training fields – and to FISSEA.  I believe in FISSEA’s goal – it is imperative that we provide forums for the exchange of information so that we can successfully meet the training needs of this dynamic, ever-changing, interconnected world in which we live and work. 

I am the program director for Information Assurance training at Nortel Government Solutions.  Since 1998, I have been at the U.S. Department of State where I developed (and currently manage) the role-based IA training program.  To remain current in the field, I stay active in the information system security training community.  For example, I am a member of the ISS LOB Tier Two Training Working Group and the Comprehensive National Cyber Security Initiative (CNCI) Expand Education Senior Steering Group.  I am also active in my local Information System Security Association (ISSA) chapter and was honored to be inducted into the ISSA Hall of Fame last year (the most prestigious ISSA award).  

Lastly, for the past four years I have worked for the FISSEA members by organizing workshops, sharing information, and participating in many FISSEA outreach activities.  I would be honored to represent you on the FISSEA board for another two years.

Name:  Michael Huggins
Please address the aspects of FISSEA that are of particular interest to you and how you will help advance the FISSEA goals.

My most important goal if any that could be achieved would be the implementation of steps that would increase the amount of users partaking of an increasing their awareness in the Information Security field.  I would say this is essential to winning the hearts and minds of all too how important this area is.  I would utilize as many means as possible with the best bang for the buck.  Utilizing CERTs technology tips, the web, also media letters.  The awakening of a spark or desire to learn more lies with all of us and we should be striving to reach all users as often as possible.
Please describe how your qualifications will help meet the FISSEA objectives and support the FISSEA community.
My experience inside an outside of the government enables me to speak and discuss topics on an equal footing.  The years of experience in awareness and training through different mediums and technologies would help identify areas where collaboration and cooperation can exist inside and outside the government. My skills in writing and providing security would help in our organization identifying areas where a cheap or lower expense can provide a government organization the right track to meeting its goals of information security training based on FISAM, and other government regulations. 
 

Name:  John Ippolito

Please address the aspects of FISSEA that are of particular interest to you and how you will help advance the FISSEA goals.

I have been involved in developing and evaluating computer security management and control techniques for more than 30 years. Throughout my career it was evident that the most effective countermeasure is a well trained workforce that is aware of the security problem and the value of the data for which they are responsible. FISSEA provides a mechanism whereby the limited resources available for security training can be efficiently utilized by sharing knowledge and experience among the membership. Further, as an organization of volunteers, the membership has a high level of concern for the security problem as shown by their willingness to spend their own time and energy conducting and participating in security and awareness activities.
Please describe how your qualifications will help meet the FISSEA objectives and support the FISSEA community.
I have been involved in supporting awareness and training of the federal workforce for all of my career: both as a federal employee and as a federal contractor. I have supported most federal agencies and currently provide support to both federal CIO and OIG organizations, bringing them into compliance with FISMA. I have authored a number of publications regarding computer security and co-authored NIST SP 800-16.  I have been working with FISSEA for more than ten years and have served on the Executive Board for more than four years. The breadth of my experience, my experience as both a federal employee and contractor, and my working relationships within the government provides me with an ability to represent FISSEA in different forums and highlight the need for improved security awareness and training for the federal workforce. 

Name:  Judith M. Myerson

Please address the aspects of FISSEA that are of particular interest to you and how you will help advance the FISSEA goals.

Increasing security awareness and improving user interfaces with the web are the two aspects of FISSEA goals that are of particular importance. With proper user interfaces, I believe security awareness training can effectively educate users on the appropriate use, protection and security information, individual user responsibilities and ongoing maintenance. They are necessary to protect the confidentiality, integrity and availability of information assets, resources and systems from unauthorized access, use, misuse, disclosure, destruction, modification, or disruption, and to mitigate risks from hackers and attacks when software applications are implemented. 

I can help advance these goals through education, training and other ways of helping busy users to stay current on NIST Information Security documents on the Web. I will address the needs, inputs and concerns of users by communicating, and collaborating with them on topics such as new document categories, new new publications, new user interfaces, and new technologies. I will address the issues of which publications fall into which parts of the Defense-in-Depth

Please describe how your qualifications will help meet the FISSEA objectives and support the FISSEA community.
I am the Systems/Security Engineer and Architect and an Information Assurance instructor/consultant, and a Toastmaster. As a member of FISSEA's outreach publicity committee, I sent an email to CIOs on the FISSEA conference. I received a note of appreciation from the Department of Transportation's CIO on my two presentations. 
I previously served as the ADP Security Manager/Officer in charge of the Computer Security/Risk Assessment of about 100 information systems – business and engineering -- at the now-closed Philadelphia Naval Shipyard. I led 25-40 ADP System Security Officers, 150 Terminal Security Officers, and one TEMPEST Officer. All my Accreditation Letter recommendations were approved with no changes. Before I was transferred to another unit as part of the closure process, I planned to develop a web site and be the moderator for other public shipyard ADP Security Officers on discussions of various regulations from DOD, Navy, NSA, NIST and other federal agencies. 
Since the closure, I have published numerous articles on RFID, security, risk management, cryptography, networks and integration. I am listed as a contributor to the NIST 800-98 Guidelines for Secure Radio Frequency Identification (RFID) Systems, and am the editor of Enterprise Systems Integration, 2nd ed.
Name:  Mark Wilson

Please address the aspects of FISSEA that are of particular interest to you and how you will help advance the FISSEA goals.

Because of my work here at NIST, I am primarily interested in information security role-based training, awareness training, and awareness.  Because of this work, I am involved in a number of training-related initiatives going on now in the federal government.  I want to continue to work to keep FISSEA’s name in the minds of those who own and manage these initiatives, or in those cases where the FISSEA name is not yet known, help plant the FISSEA flag.  I want to continue to work to help FISSEA “(s)erve as a professional forum for the exchange of information and improvement of information systems security awareness, training and education programs throughout the federal government.” (From the Purpose statement on the FISSEA website.)

Please describe how your qualifications will help meet the FISSEA objectives and support the FISSEA community.
I began conducting information security awareness and training classes in 1983.  I have been the NIST Liaison to FISSEA, working closely with the FISSEA Executive Board, since 1996.  I have been an Executive Board member for at least six years, including two years as the Assistant Chair of the Board; I was the Chair from March 2007 to March 2008.  I was the editor of NIST Special Publication (SP) 800-16 – Information Technology Security Training Requirements: A Role- and Performance-Based Model – published in April 1998.  I was a co-author of NIST SP 800-50 – Building an Information Technology Security Awareness and Training Program – published in October 2003.  I am currently the NIST lead on the effort to update SP 800-16, the draft of which will be released this month for public review and comment.  I serve on working groups and committees of information security-related training and workforce development initiatives.  This level and amount of exposure can only continue to help the FISSEA community.

