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Safeguarding Health Information: Building Assurance through HIPAA Security 
Hosted by the HHS Office for Civil Rights (OCR) and the National Institute of Standards and Technology (NIST) 

Grand Hyatt Washington, 1000 H Street NW, Washington, DC 20001 
September 23-24, 2014 

Final Agenda with Presentation Links – September 24, 2014 

Time Day 1 

9:00-9:20 

Welcoming and Leadership Remarks 
Jocelyn Samuels, Director, Office for Civil Rights, HHS 

Matthew Scholl, Acting Chief, Computer Security Division, Information Technology 
Laboratory, NIST 

9:20-10:00 

Keynote:  Safeguarding Patient Information: Real Life Experience 
Darren Dworkin 

Senior Vice President of Enterprise Information Systems and Chief Information Officer, 
Cedars-Sinai Health System 

10:00-11:00 

Executive Order 13636: The Healthcare Sector and the Cybersecurity 
Framework 

Kevin Stine, Computer Security Division, NIST 
Linda Sanches, Office for Civil Rights, HHS 

Julie Chua, Office of the National Coordinator for Health IT, HHS 
Stephen Curren, Office of Emergency Management, HHS 

11:00-11:15 Break 

11:15-12:00 Update from the Health IT Policy Committee Privacy & Security Workgroup 
Deven McGraw, Partner, Manat, Phelps & Phillips, LLP 

12:00-1:15 Lunch 

1:15-2:15 

Medical Devices:  A Practical Guide for Securing Patient Data 
Dr. Suzanne Schwartz, Emergency Preparedness/Operations and Medical 

Countermeasures, Center for Devices and Radiological Health, Food and Drug 
Administration 

2:15-3:00 
Safeguarding Data Using Encryption 

Matthew Scholl, Acting Chief, Computer Security Division, NIST 
Andy Regenscheid, Cryptographic Technologies Group, NIST 

3:00-3:15 Break 

3:15-4:15 
Trusted Identities for Electronic Health Records 

Jeremy Grant, Senior Executive Advisor for Identity Management, NIST 
Dr. Doug Fridsma, Chief Scientist, Office of the National Coordinator for Health IT, HHS 

4:15-5:00 Lessons Learned from Data Breaches 
Stephen Brannon, Principal, Verizon Cyber Intelligence Center 

End Conference Day 1 
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Time Day 2 - Plenary Sessions 

9:00-9:15 Welcoming Remarks 

9:15-10:00 
Keynote: Waking Up the C-Suite to Privacy and Security Risks 

Daniel Solove, the John Marshall Harlan Research Professor of Law at the George 
Washington University Law School 

10:00-11:00 

Business Associates and the Omnibus Rule 
Amy Leopard, Partner, Bradley Arant Boult Cummings LLP 

Adam Greene, JD, MPH, Davis Wright Tremaine LLP 
James B. Wieland, Principal, Health Law and Intellectual Property Groups, Ober|Kaler 

11:00-11:15 Break 

11:15-12:00 

Securing the Infrastructures that Secure Protected Health Information – An 
Opportunity to Engage 

Deborah Kobza, Executive Director, National Health Information Sharing and Analysis 
Center 

12:00-1:00 Lunch 

1:00-2:00 
 HHS Office for Civil Rights Update 

Iliana L. Peters, Senior Advisor for HIPAA Compliance and Enforcement, HHS OCR 

2:00 Adjourn 

 

 




