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Final Agenda 
May 7, 2019 

Agenda: Wednesday, May 8, 2019 
 

9:00 – 9:05 am  Welcome and Day 1 Overview 
Jody Jacobs, Forum Chairperson, Computer Security Division, NIST 
9:05 – 9:15 am  Welcome to NIST and Event Overview 
James St. Pierre, Deputy Director, Information Technology Laboratory, NIST 
9:15 – 9:45 am The Federal Acquisition Supply Chain Security Act of 2018—the Law and its Implementation 
Michael Halas, Director for Government Cybersecurity, National Security Council (NSC) 
9:45 – 10:25 am  National Risk Management Center’s Information and Communications Technology (ICT) Supply 

Chain Risk Management Task (SCRM) Force Update 
Mark Kneidinger, Deputy Director (A), National Risk Management Center, Department of Homeland Security (DHS) 
10:25 – 10:45 am  Break 
10:45 – 11:25 am  Update from the Office of Management and Budget 
Taylor Roberts, Cybersecurity Advisor, Cyber and National Security Unit, Office of the Federal Chief Information Officer, Office of 
Management and Budget (OMB) 
11:25 am – 12:05 pm  Cybersecurity Performance Insights and Data Analytics 
Frank Husson, Cybersecurity Performance Management Branch Chief, Federal Network Resilience, Cybersecurity Division, 
Cybersecurity and Infrastructure Security Agency, Department of Homeland Security (DHS) 
Jennifer Oar, Cybersecurity Performance Management Business Intelligence and Advanced Data Analytics Section Chief, Federal 
Network Resilience, Cybersecurity Division, Cybersecurity and Infrastructure Security Agency, Department of Homeland Security (DHS) 
12:05 – 12:40 pm Small Agency Organization 
Alen Kirkorian, Division Chief, Innovative Strategy and Security Office of the Chief Architect, Department of State (DOS) 
Dan Jacobs, Office of Information, Integrity, Access Cybersecurity Program Coordinator, General Services Administration (GSA) 
12:40 – 1:40 pm Lunch 
1:40 – 2:20 pm  Update from the U.S. Government Accountability Office 
Nick Marinos, Director, Cybersecurity and Information Management Issues, Government Accountability Office (GAO) 
Vijay D’Souza, Director, Information Technology & Cybersecurity Issues, Government Accountability Office (GAO) 
2:20 – 3:00 pm Security Control Overlay Development                                                                   
Tameika Turner, Risk Management Program Branch Chief, Office of Information Security, Census Bureau 
Ayokunmi Akingbade, Information Technology Specialist, Office of Information Security, Census Bureau 
3:00 – 3:40 pm  User Context in Phishing Susceptibility and Implications for Practitioners 
Kristen Greene, Cognitive Scientist, Information Access Division, NIST 
3:40 – 4:15 pm  Federal Information Processing Standard (FIPS) 140-3 Encryption 
Mike Cooper, Security Test, Validation and Measurement Group Manager, Computer Security Division, NIST 
 
The Forum Annual Offsite Program with presentation abstracts and speaker  
profiles will be available online ONLY this year. Please visit our Event website 
at: https://go.usa.gov/xE5RH or by using the QR Code  

https://go.usa.gov/xE5RH
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Agenda: Thursday, May 9, 2019 

9:00 – 9:05 am   Welcome and Day 2 Overview 
Jody Jacobs, Forum Chairperson, Computer Security Division, NIST  
9:05 – 9:20 am  Overview and Update: NIST Computer Security Division and Applied Cybersecurity Division 
Matt Scholl, Computer Security Division Chief, NIST 
Kevin Stine, Applied Cybersecurity Division Chief, NIST 
9:20 – 10:20 am   Next Generation Cybersecurity and Risk Management Guidance—2019 and Beyond 
Ron Ross, NIST Fellow, Computer Security Division, NIST  
10:20 – 10:40 am  Break 
10:40 – 11:30 am  NIST Privacy Framework 
Naomi Lefkovitz, Senior Privacy Policy Advisor, Applied Cybersecurity Division, NIST 
Ellen Nadeau, Privacy Risk Strategist, Applied Cybersecurity Division, NIST 
11:30 – 11:55 am  NIST Privacy Engineering Collaboration Space 
Kaitlin Boeckl, Privacy Risk Strategist, Applied Cybersecurity Division, NIST 
11:55 am – 12:35 pm   PBGC’s Government to Government Shared Services Authorization to Use (ATU) Guidance 
Susan Schultz-Searcy, Security and Privacy Assessment and Authorization Program Lead, Enterprise Cybersecurity Division, Pension 
Benefit Guaranty Corporation (PBGC)   
12:35 – 1:15 pm  Open, Public, Electronic, and Necessary (OPEN) Government Data Act 

Maya Bernstein, Senior Advisor, Privacy Policy, Health and Human Services (HHS)  
 
Reminders: 
 Attendees must be pre-registered to gain admission on campus  
 Attendance is limited to US Federal, State, and local government and higher education 

employees and their designated support contractors who participate in the management 
of their organization’s information security program. 

 Registration (Badge Pick Up) and Networking will be in the hallway outside the Green 
Auditorium. 

 Continuing Education Unit forms will be posted online and a limited number will be 
available at registration. 

 NIST Conference Services will email attendees an evaluation form; we appreciate you 
taking the time to complete and provide feedback. 

 Presentations (with permission) will be posted to the Forum website no later than 7-10 
days following the conference: https://csrc.nist.gov/Projects/Forum  

 
For questions and comments, please contact: sec-forum@nist.gov 

 

https://csrc.nist.gov/Projects/Forum
mailto:sec-forum@nist.gov

