
Federal Computer Security Managers’ Forum “Offsite” Meeting 
National Institute of Standards and Technology (NIST) 

Green Auditorium 
100 Bureau Drive, Gaithersburg, MD 20899 

 

 
Final Agenda 
May 10, 2018 

Agenda: Tuesday, May 15, 2018 
 

9:00 – 9:05 am  Welcome and Day 1 Overview 
Victoria Yan Pillitteri, Forum Co-Chairperson, Computer Security Division, NIST 
9:05 – 9:25 am  Welcome to NIST and Event Overview 
Charles H. Romine, Ph.D., Director, Information Technology Laboratory, NIST 
9:25 – 10:00 am  FISMA – Yesterday, Today and Tomorrow 
Tammy L. Whitcomb, Acting Inspector General for the U.S. Postal Service, Office of Inspector General and Council of the Inspectors 
General on Integrity and Efficiency (CIGIE) Information Technology Committee Chair 
10:00 – 10:30 am  Update from the Office of Management and Budget 
Taylor C. Roberts, Cybersecurity Advisor, Cyber and National Security Unit, Office of the Federal Chief Information Officer, Office of 
Management and Budget 
10:30 – 10:45 am  Break 
10:45 – 11:30 am  FY 2018 FISMA Metrics 
Craig Chase, IT Security Program Manager, Office of Cybersecurity and Communications, Federal Network Resilience, Department of 
Homeland Security  
11:30 am – 12:15 pm  High Value Asset Program Update 
Alan McClelland, Deputy Branch Chief, Federal Network Resilience, Department of Homeland Security 
12:15 – 1:15 pm Lunch 
1:15 – 2:45 pm  Information Security at the VA: Perspectives from Office of Information & Technology and Office of 

the Inspector General 
Mike Bowman, Director, Information Technology and Security Audits, Department of Veterans Affairs Office of the Inspector General 
Dominic Cussatt, Deputy Chief Information Officer for Information Security & Chief Information Security Officer, Department of Veterans 
Affairs 
2:45 – 3:00 pm Break 
3:00 – 3:30 pm  Update from the U.S. Government Accountability Office 
Nick Marinos, Director, Cybersecurity and Information Management Issues, U.S. Government Accountability Office 
3:30 – 4:15 pm  NIST SP 800-37 Rev. 2 and NIST SP 800-53 Rev. 5 Update 
Kelley Dempsey, Senior Information Security Specialist, Computer Security Division, NIST 
Naomi Lefkovitz, Senior Privacy Policy Advisor, Program Manager, Privacy Engineering Program, Applied Cybersecurity Division, NIST 
 
 
 
 

The Forum Annual Offsite Program with presentation 
abstracts and speaker profiles will be available online 

ONLY this year.  Please visit our Event website at: 
https://go.usa.gov/xQYFe or by using the QR Code 

  

https://go.usa.gov/xQYFe


Federal Computer Security Managers’ Forum “Offsite” Meeting 
National Institute of Standards and Technology (NIST) 

Green Auditorium 
100 Bureau Drive, Gaithersburg, MD 20899 

 

 
Final Agenda 
May 10, 2018 

Agenda: Wednesday, May 16, 2018 

9:00 – 9:05 am  Welcome and Day 2 Overview 
Jody Jacobs, Forum Co-Chairperson, Computer Security Division, NIST  
9:05 – 9:20 am Overview and Update: NIST Computer Security Division and Applied Cybersecurity Division 
Matt Scholl, Computer Security Division Chief, NIST 
Kevin Stine, Applied Cybersecurity Division Chief, NIST 
9:20 – 10:15 am  Next Generation Cybersecurity and Risk Management Guidance—2018 and Beyond 
Ron Ross, NIST Fellow, Computer Security Division, NIST  
10:15 – 10:30 am Break 
10:30 – 11:00 am Understanding Blockchain 
Andy Regensheid, Mathematician, Computer Security Division, NIST 
11:00 – 11:45 am  Security Assessment Finding Risk Reviews 
Jim McLaughlin, Manager, Policy and Risk Management, US Treasury - Bureau of the Fiscal Service 
Ralph Jones, Security Analyst, Policy and Risk Management, US Treasury - Bureau of the Fiscal Service 
11:45 am – 12:30 pm FY 2018 FISMA Metrics – Privacy 
Charles Cutshall, Office of Management and Budget, Office of Information and Regulatory Affairs 
12:30 – 1:30 pm  Lunch 
1:30 – 2:15 pm  Government Cybersecurity Assessment and Risk Tool (GOVCAR) 

Patrick Arvidson, Special Assistant to the Office of the National Manager, Department of Defense 
2:15 – 2:45 pm Cloud Authorization Boundary Guidance 
Matt Goodrich, FedRAMP Director, General Services Administration 
2:45 – 3:15 pm  Cybersecurity Framework v. 1.1 Update 
Jeffrey Marron, Cybersecurity Framework Program, Applied Cybersecurity Division, NIST 
3:15 – 3:45 pm  NISTIR 8170 Criticality Analysis Process Model 
Celia Paulsen, IT Security Specialist, Computer Security Division, NIST   

 
Reminders: 

 Attendees must be pre-registered to gain admission on campus  
 Attendance is limited to US Federal, State, and local government and higher education employees and their 

designated support contractors who participate in the management of their organization’s information security 
program. 

 Registration (Badge Pick Up) and Networking will be in the hallway outside the Green Auditorium. 
 Continuing Education Unit forms will be posted online and a limited number will be available at registration. 
 NIST Conference Services will email attendees an evaluation form; we appreciate you taking the time to complete 

and provide feedback. 
 Presentations (with permission) will be posted to the Forum website no later than 1 week following the conference: 

https://csrc.nist.gov/Projects/Forum  
 

For questions and comments, please contact: sec-forum@nist.gov 

https://csrc.nist.gov/Projects/Forum
mailto:sec-forum@nist.gov

