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What is C3? 

 What is The Cybersecurity 
Credentials Collaborative (C3)? 

 Who is Involved? 
 What is the C3’s Mission? 

 



Panel Discussion 

 The Warning Signs 
 Technical Skills and Beyond 
 Measuring the Gap 
 Next Steps for Government, Private 

Sector and Other  



Wrap-up 

 How to get involved? 
 For more information or to learn 

about membership in C3, 
visit www.cybersecuritycc.org 
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