
 
         

   
     

  
    

           
       

    
  

 
  

 
    

 

    
    

    
    

 
   

    
 

   
   

     
  

    
   
     

    
   

     
    

   
    
   

      
    

  

 ̂Required Field Comment Template for Please submit responses to: 
*Type: E - Editorial, G - General T - Technical Initial Public Draft NIST SP 800-171B sec-cert@nist.gov by July 19, 2019 

# Organization 
Name 

Submitted 
By Type* Page #^ 

Starting 
Line #^ 

Ending 
Line # Section # 

Comment 
(Include rationale for 

comment)^ 
Suggested Change^ 

How does requirement 3.14.3e 
differ from theexisting 
requirements in NIST SP 800-
171? NIST SP 800-171 includes 
industrial control systems, 
cyber-physical systems, and 
embedded systemswithin its 
definition of information 
systems. This would indicate 
that operational technology is 
already required to meet the 
security requirements or 
alternativebut equally effective 
controls. However, the 
inclusion of the control in NIST 

Clarify thehow requirement 
3.14.3ediffers from the 

1 FireEye 
Keith 
Lunden T 45 1068 1103 3.14.3e 

SP 800-171B suggests that 
operational technology is 
outside the scopeof the 
standard NIST SP 800-171 
controls. 

existing requirementswithin 
NIST SP 800-171, or specify in 
NIST SP 800-171 the 
requirements for operational 
technology. 

All public comments received will beposted at https://csrc.nist.gov/projects/protecting-cui/public-comments and https://www.regulations.gov 
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