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NIST Criticality Analysis

A. Criticality Analysis Procedure Definition

B. Conduct Program-Level Criticality Analysis

C. Conduct System/Subsystem-Level Criticality Analysis

D. Conduct Component/Subcomponent-Level Criticality Analysis

E. Conduct Detailed Review of Criticality for Processes B, C, and D
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