Risk Management and Measurement
Facilitated Discussion

Katherine Schroeder
Security Engineering and Risk Management Group
Request for Information (RFI) issued in February 2022
Seeking information on use of CSF and alignment of NIST cybersecurity resources

RFI RESPONSES: 7 THEMES (25 SUBTHEMES)

1. Focus on maintaining and building on the key attributes of the CSF with the update
2. Align the CSF with existing efforts by NIST and others
3. Offer more guidance for implementing the CSF
4. Ensure the CSF remains technology neutral but allows it to be readily applied to different technology issues – including new advances and practices
5. Emphasize the importance of measurement, metrics, and evaluation using the CSF
6. Consider cybersecurity risk in supply chains in the CSF
7. Use the NIICS to align practices and provide resources to bolster CSCR
The Journey to CSF 2.0 Workshop #1

Workshop Recordings Available

NIST has begun the process to update the NIST Cybersecurity Framework to keep pace with the evolving cybersecurity landscape.

Learn more and engage:
https://www.nist.gov/cyberframework
Facilitated Discussion Etiquette

All attendees are automatically muted.

To participate in the discussion:
1) Use the CHAT feature OR
2) Raise your hand and wait for a host to unmute you

Q&A and Chat are NOT moderated.
Please be kind and courteous to others.

For technical issues with WebEx Events, contact: sec-forum@nist.gov
Facilitated Discussion Questions

How is your organization using the CSF and RMF?

How can we make it as easy as possible to use NIST resources together?

Which NIST publications do you rely on regularly?

How do you measure implementation of your risk management program?

Do you measure/assess against the CSF? If so, how?

Other Feedback for NIST

To share your feedback on any of the questions/topics above, please send an email to sec-forum@nist.gov. Responses will not be shared outside of NIST.
Thank You