The architecture must address and support multiple levels of protection.

The Architecture must be elastic.

Will facilitate trusted and efficient access.

High Level Use Cases:

- Operational Risk Management
- Human Resources Security
- Security Monitoring Services
- Security Support
- Legal Services
- Internet Investigation
- Compliance
- Data Governance

Service Delivery:

- Service Level Management
- Information Technology Realizing
- Application Performance Monitoring
- Service Support
- Configuration Management
- Project Management
- Knowledge Management
- Change Management
- Release Management

Application Services:

- Programming Interfaces
- Security Knowledge Lifecycle
- Integration Middleware
- Development Process
- Software Quality Assurance
- Connectivity & Delivery
- Abstraction

Information Services:

- Service Delivery
- Reporting Services
- Risk Management
- Security Monitoring
- User Directory Services
- ITOS
- BOSS
- Internal Infrastructure
- Infrastructure Services
- Internal Infrastructure
- Virtual Infrastructure
- Environment & Service Life cycle
- Service Life Cycle
- Management
- Security Services
- Services
- Infrastructure services
- Secure Infrastructure Services
- Virtualization
- VMware
- Hyper V
- Private Cloud
- Public Cloud
- Managed Services
- On Premises
- Cloud
- Secure
- Hybrid
- Secure Cloud
- Internal Infrastructure
- Virtual Infrastructure
- Environment & Service Life cycle
- Service Life Cycle
- Management
- Security Services
- Services
- Infrastructure services
- Secure Infrastructure Services
- Virtualization
- VMware
- Hyper V
- Private Cloud
- Public Cloud
- Managed Services
- On Premises
- Cloud
- Secure
- Hybrid
- Secure Cloud

Ref: SaaS, Paas, IaaS