
Final Program Agenda  
Software and Supply Chain Assurance Spring Forum 2023 

31 May-1 June 2023, MITRE-1, 7525 Colshire Drive, McLean, VA 22102 
 

 
 

                          

Wedensday 
31 May 2023 

Thursday 
1 June 2023 

9:00 AM
 

Welcome and Co-Chair Updates 

• Overview of GSA IT’s C-SCRM Program 
and Enterprise Vulnerability 
Management Program–  
Armando Quintana Nieves and William 
Salamon; Office of the CISO, GSA IT  
 

• FDA’s Medical Device Cybersecurity 
Program and SBOM-  
 Jessica Wilkerson, CDRH FDA  
 

 

• C-SCRM Update by GSA FAS - Kelley Artz, GSA FAS 
 

• CISA C-SCRM PMO Update - Shon Lyublanovits, 
CISA  

 

 Break (10:30-11am) Break (10:30-11am) 

11:00 AM
 

• USAF SCRM and SBOM Efforts – 
Parker Bauer, Software Technology 
Support Center, Director; USAF  
 

• Managing Software Supply Chain Risk – 
Role of a Comprehensive SBOM -  
Tim Mackey, Head of Software Supply 
Chain Risk Strategy, Synopsys   
 

• Presentation on ND-ISAC’s Securing Small 
Business Manufacturing Supply Chain Resource 
Handbook –  
Allison Giddens, President of Operations, Win-
tech; Co-lead ND-ISAC SMB WG  
 

• SP 800-171 Rev. 3 Draft Overview –  
Vicky Pillitteri, NIST  

  Lunch (12:30-1:30pm) Lunch (12:30-1:30pm) 

1:30 PM
 

• SBOM Lifecycle -  
Adrian Diglio, Principal PM Manager of 
Secure Software Supply Chain, Microsoft  
 

•  “Fireside chat” on OMB M-22-18 and 
draft Attestation Form - OMB and CISA 
Officials  

 

• CMMC: Rulemaking, NIST SP800-171r3 and Civil 
Criminal Risk of Non-Compliance -  
Bob Metzger, Rogers, Joseph, & O’Donnell  
 

• CMMC Contractor Assumptions Versus Actuality - 
Carter Shoenberg, Vice President & Chief 
Cybersecurity Officer  

 Break (3-3:30pm) Break (3-3:30pm) 

3:30 PM
 

  
• HBOM -  

Tommy Gardner, CTO HP Federal; DHS 
ICT SCRM Task Force WG Chair  
 

• ACT-IAC effort -   
Jon Amis, LMI and Michele Moss, BAH  
 
 
 

• Who’s in Your Software? Using Open Source 
Intelligence to Quantify Trust in Open Source 
Software-   
Michael J. Mehlberg, CEO Dark Sky Technology  
 

• MITRE’s System of Trust TM– Framework and 
Community –  
Bob Martin, MITRE  
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