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Comment Template for Final Public Draft 
NIST SP 800-171, Revision 3

Submit comments to 800-171comments@list.nist.gov 
by January 26, 2024 (originally Jan. 12)

Comment 
#

Submitted By 
(Name/Org):*

Type 
(General / 
Editorial / 
Technical) 

Source 
(publication, 

analysis, 
overlay)

Starting 
Page # * 

Starting 
Line #*

Comment (include 
rationale)*

Suggested Change*

1
Bryant Vasquez/ 
Utah MEP Tchnical 14 469

It talks about "container-
based encryption"

It will be good fo the SMBs to have a 
defenition for container-based 
encryption

2
Bryant Vasquez/ 
Utah MEP Tchnical 50 1822

In this control there is an ODP 
"organization-defined types 
of cryptography]" This helps 
SMBs to implement 
cryptography and the 
challenge to implement FIPS

You can imply that FIPS is optional, but 
it is not clear. Somehow make it clear 
whether or not FIPS Validated is a 
must/optional in nonfederal 
organizations. Or add a reference to 
keep it straight forward. Or make clear 
in NIST SP 80-171 A. 

* indicate required fields https://csrc.nist.gov/publications/detail/sp/800-171/rev-3/draft 1




