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DoD participates in CNSS and NIST policy development as a vested stakeholder 
with the goals of a more synchronized cybersecurity landscape and to protect the 

unique requirements of DoD Missions and warfighters 
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4th Quarter 
FY12 
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FY12 
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To become part of the DoD RMF community of interest,  
visit the online Knowledge Service: 

 
https://diacap.iaportal.navy.mil * 

 
* Access requires a DoD PKI certificate or an ECA PKI certificate 
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