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Comment Template for Initial Public Draft of 
NIST SP 800-171, Revision 3

Submit Comments to 800-171comments@list.nist.gov 
by July 14, 2023

Comment 
#

Submitted By 
(Name/Org):*

Type 
(General / 
Editorial / 
Technical) 

Source 
(publication, 

analysis, 
overlay)

Starting 
Page # * 

Starting 
Line #*

Comment (include 
rationale)*

Suggested Change*

Steven Hurst/AECO General

The rollout of CMMC, 
requiring compliance with 
NIST SP 800-171x seems to 
conflict with the completion 
of the NIST SP 800-171r3 
timeline. How are contractors 
and our subcontractors 
expected to understand the 
requirements. Will CMMC 
define NIST SP 800-171r2 as 
the baseline, then change 
when r3 is implemented?

Clerify the impact of CMMC and NIST 
SP 800-171rs timelines.

steven Hurst/AECO General

NIST SP 800-171rs requires 
3rd party assessments but 
does not define the 
assessment organization. Will 
the Cyber AB be involved, or 
will there be an open 
marketplace?

Define the qualifications of the 
assessment orgainzation.

* indicate required fields https://csrc.nist.gov/publications/detail/sp/800-171/rev-3/draft 1




