Hello,
I find that a big problem is that these options make it difficult for some orgs. If they pick something, it might meet a standard. So instead of something like:

3.1.8 Unsuccessful Logon Attempts Limit the number of consecutive invalid logon attempts by a user to [Assignment: organization defined number] in [Assignment: organization-defined time period].

Have something like:

3.1.8 Unsuccessful Logon Attempts Limit the number of consecutive invalid logon attempts by a user to 3 (three) in 15 minutes.

Regards,

Otakar Klier

Engineer

Peraton: Defense Sector: Risk Decision Group
NIST Cybersecurity and Privacy Program

Comment Period Closes July 14th on Draft NIST SP 800-171, Rev. 3, Protecting Controlled Unclassified Information in Nonfederal Systems and Organizations

Submit your comments by July 14, 2023, for draft Special Publication (SP) 800-171 Rev. 3, Protecting Controlled Unclassified Information in Nonfederal Systems and Organizations.

Reviewers are encouraged to comment on all or parts of draft NIST SP 800-171, Rev. 3. See the publication details for a copy of the draft and instructions for submitting comments.

Significant changes to draft NIST SP 800-171, Rev. 3 include:

1. Updated security requirements and families to reflect updates in NIST SP 800-53, Rev. 5 and the NIST SP 800-53B moderate control baseline
2. Updated tailoring criteria
3. Increased specificity for security requirements to remove ambiguity, improve the effectiveness of implementation, and clarify the scope of assessments
4. Introduction of organization-defined parameters (ODP) in selected security requirements to increase flexibility and help organizations better manage risk
5. A prototype CUI overlay

Comments received in response to this request will be posted on the Protecting CUI project site after the due date. Submitters’ names and affiliations (when provided) will be included,
Please direct questions and comments to 800-171comments@list.nist.gov.

NIST Cybersecurity and Privacy Program
Questions/Comments about this notice: 800-171comments@list.nist.gov
CSRC Website questions: csrc-inquiry@nist.gov
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