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3.2.2 16 553
Recommend embellishment on training, as the instructions shall be explicit, or industry 
will ignore. a.  Provide regular, at least annually, role-based security ...

3.2.3 16 577
Recommend embellishment on training, as the instructions shall be explicit, or industry 
will ignore. Provide regular, at least annually, role-based security ...

3.2.1 15 525
Recommend embellishment on training, as the instructions shall be explicit, or industry 
will ignore. Provide regular, at least annually, role-based security ...

3.5 27 993
Recommend adding considerations for access   authorization and need to access  
(method of creating leaked data as an opportunity)

c.  Confirm individual is authorized to access, as well as confirm the individual need to 
access

3.4.10 25 942
Recommend embellishment on training, as the instructions shall be explicit, or industry 
will ignore.

b.  Review and update the system component inventory on a yearly basis, and as part 
of ....

3.1.6 57 2178 Risk mitigation considerations must be a foundational process
Apply systems security engineering principle and risk mitigation considerations in the 
specification, design, ...

3.11.1 42 1580
Recommend more substantive action, as the instructions shall be explicity, or industry 
will ignore ... (including supply chain and digital supply chain risk)

Appen B 72 2742 Recommend "authorized" defined as need to access and authorized to access and individual with tha authority and need to access ...
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